
 

 

Tenable.io: Asset & Vulnerability Management Two-Day Course  

 
Empower your security team with virtual or on-site instructor-led courses 
from Tenable Customer Education to help ensure your security staff is trained 
to manage Tenable.io and maximize the value of your investment. 
 
Overview 
Tenable Customer Education partners with your organization to enable 
success in deploying, implementing and managing your solution. 
Tenable experts provide foundational training to ensure your team has 
the best practice knowledge to manage the solution. Tenable also 
delivers in-depth product training to your security practitioners, 
ensuring they understand how to optimize your solution to maximize 
return on investment and achieve your security goals. Our security 
experts offer flexible delivery methods, including virtual or on-site 
training, to meet your needs amid typical resource constraints. 
Tenable also offers a Certificate of Proficiency examination that 
validates your security team has the comprehensive skills, experience, 
product mastery and credentials necessary to successfully maximize 
the efficacy of your deployment and make the most of your 
investment. 

Does Your Security Staff Need Instructor-Led 
Courses? 
If you’ve purchased Tenable.io™ and want to ensure your security staff 
is trained to most effectively deploy and manage your solution, then 
Tenable’s instructor-led courses are right for you. As part of these 
courses, Tenable provides a real-world lab environment to give your 
team hands-on experience with the product under the guidance of a 
Tenable expert. 

Instructor-Led Courses 
Tenable’s instructor-led courses are designed to prepare your security staff to reach your vulnerability management and 
continuous monitoring goals. Tenable’s hands-on, instructor-led courses are offered in a virtual setting, or are available on-site for 
up to 15 people from your organization. These courses are focused around an enterprise suite of products. The information below 
provides more detail on the course offering. 

Key Benefits 
• Offers a hands-on lab environment to give your 

team real-world experience 

• Provides security staff with the foundation to 
successfully manage your Tenable solution 
according to best practices 

• Ensures your security practitioners understand 
both the basic and advanced features of your 
solutions to maximize the usage and return on 
investment 

• Offers flexible delivery methods to achieve goals 
within typical resource constraints 
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The following table outlines the specific steps and tasks Tenable Professional Services will take as part of the Custom Integration 
Services. 

Course Tenable.io: Asset and Vulnerability Management Two-Day Course 

Course Description In this two-day, hands-on, instructor-led course, students will learn the foundational building blocks of 
Tenable.io. Students will take a deep dive into the concepts of vulnerability assessment, reporting and 
management, including demonstrations that show how to share data, run scans, contextualize and 
analyze data, and quickly share reports with key stakeholders. Students will also learn how to identify 
and track assets, including infrastructure devices and mobile assets. 

What’s Covered This course covers the following topics: 
• Introduction to Tenable.io 
• Information Gathering 
• Asset Management Overview 
• Asset Discovery Process 
• Asset Categorization 
• Asset Reporting 
• Vulnerability Management Overview 
• Vulnerability Assessment 
• Vulnerability Reporting 
• Sensor Deployment 

Audience This course is for security professionals responsible for the operational use of Tenable.io for vulnerability 
data acquisition, analysis and dissemination. 

Prerequisites Students should possess a basic understanding of TCP/IP networking, operating systems security and 
common client/server applications. Familiarity with vulnerability management vocabulary and concepts 
will be helpful, but is not required.  

 

Count on Tenable Customer Education 
Deploying a solution is only half of what’s needed to be successful. Your staff must be able to properly leverage its value to ensure 
your investment is delivering a return. With Tenable Customer Education, we get your staff up and running quickly, reducing costs 
and enhancing productivity by eliminating learning cycles. We go beyond the fundamentals of product functionality and include 
industry best practices as well as insight gained from working with thousands of customers around the globe to enable your team 
to provide valuable insights to improve your security posture. For more information visit tenable.com/education. 


